Configuring Zivver

Configuring Zivver for SSO enables administrators to manage their users using Citrix Gateway. Users
can securely log on to Zivver using their enterprise credentials.

To configure Zivver for SSO through SAML, follow the steps below:

1. Inabrowser, type the URL, https://app.zivver.com/login and press Enter.

2. Type your credentials and click Login.

u zivver

Welcome!
Log in with your ZIVVER account

Email

Password

m [[] remember me

Forgot your password? No account yet? Sign up now!

3. On the Landing page, click Organizational Settings E icon in the left pane. Click Single
sign-on.
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4. On the Single sign-on page, type the following details:

Single sign-on

Here you can =et up Single Sign-On with SAML, to allow uzers 1o log in to ZIVVER by using your existing crganization's identity provider

SAML 2.0 authentication gontexts with ZIVVER 2FA exemptions

Authentication contexts entered here will cause ZIVWVER not to ask for a second factor.
Make sure your IdP authenticates the user with 2FA when sending these authentication contexts.
Multiple items can be added by separating them with a newline.

Enable Single Sign-On with SAML e

& REMOVE ¥ DOWNLOAD METADATA i3 save
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i.  Identity Provider XML: Enter the IDP xml.
ii.  Authentication Methods: Enter the authentication method.
iii. ~ Enable Single Sign-On with SAML: Select to enable SAML.
5. Click Save.

The SSO configuration is complete.
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