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Configuring Sli.do 
Configuring Sli.do for SSO enables administrators to manage their users using Citrix Gateway. Users 
can securely log on to Sli.do using their enterprise credentials. 

To configure Sli.do for SSO through SAML, follow the steps below: 

1. In a browser, type the URL, www.sli.do/login and press Enter. 

2. Type your credentials and click Login. 

 

3. On the Landing page, click on your profile name at the top right corner. From the drop-down 
list, click Organization settings. 

http://www.sli.do/login
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4. In the Organization settings page, click Privacy.  

5. In the Privacy section, type the following details: 

 

i. Set your event as Private. 

ii. Authentication: From the drop-down list, select SAML based SSO. 

iii. Upload SAML XML: Click to import the IDP xml metadata file. 

6. Click Save. 



Citrix Gateway       3 
 

The settings are saved, and a confirmation message appears. 

 

You can create a testing event and try to access it as a Participant.  

To create an event, perform the following tests: 

1. Click on your profile name at the top right corner. From the drop-down list, click Events. 

2. On the Events page, click Create event. A Create an event dialog box appears. 

 

3. Type the Event name and click Create Event. The new event page appears. 

4. On the Event page, click the Settings icon in the top left corner. 
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On the Event Settings page, perform the following: 

 

i. Require authentication: Enable the toggle switch for user authentication. 

ii. Select SAML SSO.  

iii. Upload XML: Click to import the IDP xml metadata file. 

5. Click Save. 

 
The event settings are saved successfully. 
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