Configuring Bluejeans

Login

Username or Email Address:
[ B

Password:

FEEEE RS

Forgot your password?

1. Login to Bluejeans as an Admin user.

BluejJeans MEETINGS ADMIN COMMAND CENTER

GROUP SETTINGS 2 GROUP INFO SECURITY 3

MANAGE FEATURES

MANAGE USERS B "
MEETING HISTORY

RECORDING ACTIVITY

GETTING STARTED .

RELEASE NOTES E ]

2. Go to ADMIN at the top panel > Select GROUP SETTINGS > Click on SECURITY.
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GROUP INFO SECURITY

Authentication Options

BlueJeans Password Configuration

1 ® SAML Single Sign On

The following configuration will allow you to setup Single Sign On for your group. For more i
PAGE

2 Enable automatic provisioning

Centificate Path 3
Cu”—emjy: = 0. | e B 1 = = a | | ]

Change: geig[8le} = 5=

Login URL

URL for signing into the remote authentication system
https://ugl « T s com/saml/login 4
Logout URL
URL to which a user is redirected to on logout
hups://ugl. = com/cgi/logout 3
Custom Error Page URL
LIRL towhich a user is redirected to on an emor
Default URL: /sso/sami2/error! 6
SAML Meta Data
SAML Meta Data url for |dP initiated S50

Copy to clipboard

RelayStats
For IdP initiated 550, configure your 1dP with the following RelayState
Copy to clipboard

NetScaler with Unified Gateway



9 Pick User Id from <saml2:NamelD=> element

Email *

Emai

10

SECURITY window will open > Fill the template with appropriate values.

Field Name

Values

SAML Single Sign On

Should be Checked.

Enable automatic provisioning

Should be Checked.

Certificate Path

Upload IdP certificate

Login URL https://ugl.<customer domain>.com/saml/login
Password Change URL https://ugl.<customer_domain>.com/cgi/logout
Logout URL https://ugl.<customer_domain>.com/cgi/logout

Custom Error Page URL

Default URL:/sso/saml2/error/ (It will auto generate)

SAML Meta Data

Default value will generate automatically

RelayState

Unique RelayState will generate automatically

Pick User Id from <saml|2:NamelD>
element

Should be Checked.

Email

Email

Note: Copy the RelayState for further use as it need to be used in IdP.

Click on SAVE CHANGES.




Step 3: Relay State in Bookmarks.

I MNetScaler Gateway
Global Settings
Virtual Servers
Partal Themes
User Administration
KCD Accounts
Paolicies

Resources

Intranet Applications
Bookmarks

DNS Suffix

Mext Hop Servers

EULA

1 L
>
>

2 .

3

1. Click on NetScaler Gateway > Resources > Bookmarks.

[ Bilusjeans Biugjeans

hitps://ctnsga.bluejeans.com/enterprise-admin/#enboarding

2. Bookmarks window will open > Click on Bluejeans.

Application Type

| 5a3as v|
550 Type
v

| SAML Based Authentication

SAML 550 Profile*

| _SAML_Bluejeans

>Jlxlig)
Ky

[[] Use MetScaler Gateway As a Reverse Proxy

Comments

Bluejeans
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3. Configure Bookmark window will open > Click on of the field SAML SSO Profile.

Name

|_5AML_BIuejeans |

Assertion Consumer Service Url™

| https://bluejeans.com/sso/saml2/ |

Relay State Expression

Expression Editor

| Select \/| | Select V| | Select W

@ ‘

4. Pop-up window will open > Paste the Relay State (As shown in Step 2).
5. Click on OK.
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	Step 3: Relay State in Bookmarks.
	1. Click on NetScaler Gateway > Resources > Bookmarks.


