Configure Really Simple Systems for
Single Sign-On

Configuring Really Simple Systems for single sign-on (SSO) enables administrators to manage users
of Citrix ADC. Users can securely log on to Really Simple Systems by using the enterprise
credentials.

Prerequisite
Browser Requirements: Internet Explorer 11 and above
To configure Really Simple Systems for SSO by using SAML:

1. Inabrowser, type https://crm.reallysimplesystems.com/login and press Enter.

2. Type your Really Simple Systems admin account credentials (company name, email
address, and password) and click LOGIN.

Please enter vour details to log in.
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https://crm.reallysimplesystems.com/login

3. Inthe dashboard page, click Settings.
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4. Scroll down and click Single Sign-on.

MailSync

Synchronise vour emails to and from vour Contacts

Email, Contacts & Calendars Applications

Integrate third party applications e.g. Google Contacts, Microsoft Exchange Calendar and Microsoft Office 365
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ntegrate vour CRM with Sage One, Xero and KashFlow
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Enable and integrate with our V4 APT
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Enable and configure a Single Sign-on provider
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5. Click Setup under Onelogin.
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Integrate your CRM system with a Single Sign-on provider using the buttons below:

Azure
Authenticate to the CRM using Azure as your provider

B Onelogin
Authenticate to the CRM using OneLogin as your provider
+ Setup

€ Back

?Single Sign-On with OneLogin

Single sign-on gives you unified access across all your apps letting. you login from a single portal.

[You can also use OneLogin to set up Multi-Factor Authentication for your users, increasing vour security with pelicy-based access control that recognises individuals and not just a password.
The OneLogin integration with Really Simple Systems replaces the standard login process with a login from the OneLogin portal

To set up your integration with OneLogin. first create an account with OneLogin.com and follow the steps detailed on our Customer Support Hub.
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6. Enter the values for the following fields:

Required Description

Information

Issuer URL Issuer URL

SAML 2.0 Endpoint IdP logon URL

(HTTP)

%509 Certificate Copy and paste the IdP certificate. The IdP certificate must begin and
end with
----- Begin Certificate- - - - - and - - - - -End Certificate- - - - -

Note: The IdP metadata is provided by Citrix and can be accessed
from the link below. The link is displayed while configuring SSO
settings for your app.
https://gateway.cloud.com/idp/saml/<citrixcloudcust id>/<app id>
/idp metadata.xml
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Link your CRM to the Single Sign-on provider Onelogin :
You will need to create an account at Onelogin so you have the information required to complete the form below.
Simply complete the form below to enable Single Sign-on for your CRM system. This will disable the normal login for all your users.

Issuer URL
SAML 2.0 Endpoint (HTTP)-

SLO Endpoint (HTTP):

%509 Certificate: | Choose File | samlcert pem

€ Back 2 Next

7. Click Next.

8. Finally, click Done.
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Single Sign-on information saved

Link your CRM to the Single Sign-on provider Onelogin
The login URL for the Single Sign-on provider is:

Copy and paste the URL above into the SAML Consumer URL in your Onelogin App.

& Back @ Edit + Done
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