Configure N2F for Single Sign-On

Configuring N2F for single sign-on (SSO) enables administrators to manage users of Citrix ADC.
Users can securely log on to N2F by using the enterprise credentials.

Prerequisite
Browser Requirements: Internet Explorer 11 and above
To configure N2F for SSO by using SAML:

1. Inabrowser, type https://www.n2f.com/en/login and press Enter.

2. Type your N2F admin account credentials (Email address and Password) and click LOG
IN.

Happy to see you again!

Password

B Remember me

LOGIN

Not registered yet?



https://www.n2f.com/en/login

3. Inthe dashboard page, click Settings and select Advance Settings from the list.
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4. Inthe Advance Settings page, click Account settings from the left panel.
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¢ N2F is completely customizable. Select the type of setting you want to adjust from the menu on the left.

You can, for example, define your expense policy (new categories, limits, which information is shown depending on the (
You can also define all your databases (clients, projects, vehicles...) [Analytics and databases]

'™ Subscription In any case, don't hesitate to call on our support team to help you!
I Company

& Users

&8 Expense categories

I8 Analytics and databases

M Manage advances

— Workflows

& VAT

£E Expense report types

71 Export files

@ Account settings




5. Inthe Account Settings page, click the Authentication tab and click Add an
authentication method.
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6. Inthe Authentication method pop-up window, enter the values for the following fields:

Field Name Description

Authentication method Select Custom SAML from the drop-down list.

Name Citrix Netscaler

Entity ID IdP issuer URL

Metadata URL Copy and paste the IdP certificate. The IdP certificate must begin
and end with
----- Begin Certificate- - - - - and - - - - -End Certificate- - - - -

Note: The I[dP metadata is provided by Citrix and can be accessed
from the link below. The link is displayed while configuring SSO
settings for your app.
https://gateway.cloud.com/idp/saml/<citrixcloudcust id>/<app i
d>/idp metadata.xml
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Cancel + Save

7. Finally, click Save.
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