Configuring ClearSlide

Configure ClearSlide for single sign-on (SSO) enables administrators to manage users of Citrix ADC.
Users can securely log on to ClearSlide by using the enterprise credentials.

Prerequisite

Browser Requirements: Internet Explorer 11 and above
To configure ClearSlide for SSO by using SAML:

1. Inabrowser, type https://www.clearslide.com and press Enter.

2. Inthe ClearSlide home page, click LOGIN.

3. Type your ClearSlide admin account credentials (Email and Password) and click Login.
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4. Inthe user profile menu that is present at the top-right corner of the screen, click My
Account from the drop-down menu.
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5. Under Admin Only Options, click Single Sign-On Settings.
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6. In the Single Sign-On Settings section, provide the relevant details.

Field
Single Sign-On Provider

Description ‘
Select SAML 2.0 Provider from the drop-down list.

Custom Login URL

Create a user-friendly URL that your team can use or bookmark to log
on to ClearSlide with Single Sign-On.

Single Sign On URL

Landing page URL

Standard Options:

My Account

single Sign-on Settings

Emall Subscriptions Single Sign-On Provider:

Reset Password

SAML 2.0 Pr

Invite New Team Members
Content Dropdowns
My Outbound Emall Settings

Storage Setup

Log In Security
Admin Only Options:
Group Based Permissions
Organization
Groups
Users
Pending Users

Features

Salesforce

Welcome Slide

File Encoding Custom Login URL:
hitps:/
Create a user-friendly URL that your team can use or bookmark 1o login to ClearSlide with Single Sign-On.

Single Sign-Out URL:

After logging out of ClearSlide, users will be presented with this URL, a shortcut to logging out of the account associsted with your S50
provider.

Your ClearSlide SAML Settings

Your SAML provider will need this data

SAML Consumer URL:
Content Tags
Billing Information This URL should be configured in your SAML provider and is the location where SAML posts are sent. It is sometimes called the
‘destination URL or ‘post URL.
Single Sign-On Settings

ClearSlide Team ID:

This iz sometimes reguired by your SAML provider. This is your unique Team ID in ClearSlide for Single Sign-On

Automatically create user accounts

If checked, ClearSlide accounts will automatically be created when a new user logs in through your SSO provider. Mote: this can
affect your billing

Reguire Single Sign-0n for all users

If checked, users will only be able to login to ClearSlide with their S50 credemtials. If not, they can also use a ClearSlide account.

earslide.com/login/

7. Inthe Fetch IDP Data field, type the IdP metadata URL and click Fetch IDP Data. The data
is automatically displayed in all the fields, or you can manually enter information in all the

fields.



8. Finally, click Save.

Your SAML Provider Configurations

You will need to collect this data from your SAML provider
IDP Metadata URL to fetch the data below:

— —_— — = == —— Fetch IDP Data

We can automatically fill in the next three figlds with the comrect data if you have an IDP Metadata URL

SAML Provider Endpoint:

_— — - L
Your SAML provider should have given you this URL, which Clearslide will redirect to in order to begin the SAML authentication process
SAML Provider Entity ID:
—_— _—1 -_— TEE . =
The opticnal identify provider issuer if given to you by your SAML provider.
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----- EMD CERTIFICATE—

The opticnal identify provider issuer if given to you by vour SAML provider.

Note: The following message appears: Successfully connected to your metadata URL

Citrix Gateway
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